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COPYRIGHT NOTICE

© 2010 Chip PC Inc., Chip PC (Israel) Ltd., Chip PC (UK) Ltd., Chip PC GmbH
All rights reserved.

This product and/or associated software are protected by copyright,
international treaties and various patents.

This manual and the software, firmware and/or hardware described in it are
copyrighted. You may not reproduce, transmit, transcribe, store in a retrieval
system, or translate into any language or computer language, in any form or by
any means, electronic, mechanical, magnetic, optical, chemical, manual, or
otherwise, any part of this publication without express written permission from
Chip PC.

CHIP PC SHALL NOT BE LIABLE FOR TECHNICAL OR EDITORIAL
ERRORS OR OMISSIONS CONTAINED HEREIN; NOR FOR INCIDENTAL
OR CONSEQUENTIAL DAMAGES RESULTING FROM THE FURNISHING,
PERFORMANCE, OR USE OF THIS MATERIAL.

The information contained in this document represents the current view of Chip
PC on the issues discussed as of the date of publication. Because Chip PC
must respond to changing market conditions, it should not be interpreted to be
a commitment on the part of Chip PC, and Chip PC cannot guarantee the
accuracy of any information presented after the date of publication.

This Guide is for informational purposes only. CHIP PC MAKES NO
WARRANTIES, EXPRESS OR IMPLIED, IN THIS DOCUMENT.

TRADEMARKS

Chip PC, Xcalibur, Xtreme PC, Jack PC, Plug PC, ThinX, and the Chip PC
logo are either trademarks or registered trademarks of Chip PC.

Products mentioned in this document may be registered trademarks or
trademarks of their respective owners

The Energy Star emblem does not represent endorsement of any product or
service.

U.S. GOVERNMENT RESTRICTED RIGHTS
The Software and documentation are provided with RESTRICTED RIGHTS.

You agree to comply with all applicable international and national laws that
apply to the Software, including the U.S. Export Administration Regulations, as
well as end-user, end-use and country destination restrictions issued by U.S.
and other governments.

The information and specifications in this document are subject to change
without prior notice.

Images are for demonstration purposes only.
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Chapter 1 Preface

This chapter provides general information about the document.

Intended Audience
This document is targeted at the following professionals:
e Xtreme Certified Administrators
e Thin-client experts

¢ IT managers with adequate knowledge of Microsoft Active Directory
architecture

Caution  Only professionals with MCSA 2003 or equivalent knowledge
should attempt to implement the instructions in this document.

Important It is recommended that this entire document be read prior to
starting to configure Xcalibur Global .

Scope
This document applies to the following product:
e Chip PC Xcalibur Global Management Software, version 1.2

Objectives

This document describes the fundamental configuration procedures that are
required to activate an Xcalibur Global installation. Following the procedures
described in this document will result with a basic configuration but fully
operative and online Xcalibur Global environment.

Reference Materials

Xcalibur Global 1.2 - Installation Guide  (ref: DG083U).

Prerequisites

Prior to implementing the procedures described in this document, all
necessary installation procedures must be performed as described in the
Xcalibur Global 1.2 - Installation Guide

Chapter 1 - Preface
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Document Features

Conventions

Bold formatting is used to indicate a product name, required selection or
screen text entries.

Notes

Caution  Text marked Caution contains warnings about possible loss of
data.

Important  Text marked Important contains information that is essential to
completing a task.

Note Text marked Note contains supplemental information.

Chapter Overview
This document is divided into the following chapters:
e Chapter 1 Preface: provides general information about the document.

e Chapter 2 Getting Started: provides preliminary information before
proceeding with Xcalibur Global configuration.

o Chapter 3 Xcalibur Farm Manager Tasks: provides step-by-step
procedures for installing licenses, configuring the discovery service,
creating a new site, configuring authentication settings, configuring
installation services, creating a new IP scope, and starting the Xcalibur
Global Front End Server service.

e Chapter 4 Xcalibur Directory Manager Tasks: provides step-by-step
procedures to create a communication policy from an Xcalibur template.

e Chapter 5 Connecting Devices: Connecting Devices: provides a list of
different methods for connecting thin client devices to Xcalibur Global with
a special emphasis on the Network Scan method.

e Chapter 6 Policy-Based Management: provides step-by-step procedures
for using an Xcalibur Policy to install an RDP plug-in and create an RDP
connection on the client device.

Chapter 1 - Preface
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Chapter 2 Getting Started

Read the Setup Guide

Xcalibur Global is designed to operate in a Windows 2000/3 Active Directory
Environment. Before starting to configure Xcalibur Global ensure that you
have performed all the required installation instructions as detailed in the
Xcalibur Global Installation Guide .

This document assumes that:

¢ You have performed all necessary installation instructions described in the
Xcalibur Global Installation Guide .

¢ All software packages (plug-ins) were installed during the database
installation process (default option).

o All policy templates were installed during the database installation process
(default option).

¢ You have obtained the required Xcalibur Global server and client
licenses.

Note For best results, you are recommended to work with a thin client device
during the initial steps to observe real-time effects while configuring
Xcalibur Global .

Important  The procedures described in the following sections allow the user
to name objects according to his/her criteria. However, for
improved support and documentation purposes, it is strongly
recommended that the names used in this document are adopted
and applied in the installed environment.

Chapter 2 - Getting Started
Xcalibur Global 1.2 - Quick Configuration Guide 7
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Chapter 3 Xcalibur Farm Manager Tasks

Introduction
This chapter provides step-by-step procedures to perform the following tasks:
e Install licenses
e Configure the Discovery Service at the Farm level
e Create a new site
e Configure authentication settings
¢ Configure installation services
e Create a new IP scope
e Start the Xcalibur Global Front End Server service
Licensing

In order to run Xcalibur Global , server and client licenses both need to be
installed into the system. The following tables detail the most common licenses
that are required for initial use.

Most Common Licenses

Server Licenses

Server License License File Name Notes

Xcalibur Global Server XGLicense Required to start the

License Front End Server
service

Domain Authentication DALicense Optional to enable the
Domain Logon proxy

Client Licenses

Client License License File Name

Xcalibur Global Client XCAL4 Required to manage

License thin clients

Domain Authentication AUTHD Optional to provide

Agent License Domain Logon support
on the client

Additional Licenses

Additional licenses may be required to achieve full functionality.

Chapter 3 - Xcalibur Farm Manager Tasks
Xcalibur Global 1.2 - Quick Configuration Guide 9
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Installing Licenses

To complete this procedure you must have valid Xcalibur Global license files.
Ensure that the license files are available on the Xcalibur Global server or
through the network.

Proceed as follows to install licenses into the Xcalibur Global database:

1) Log on with an Xcalibur administrative account to the computer where
Xcalibur Global Management Console is installed.

2) From the Start button select Programs, Xcalibur Global (1.2),
Management Console to launch Xcalibur Global Management Console
as illustrated.

“Hi Xealibur - [Console Root] HEE l
Fi Ele Adion Vew Favortes Window telp | =18 x]
=@ @2

‘= Hame I

+ ,?é iealibur Directoey Manages w4 Nealbur Direckory Manager

) gl Hcallbur Farm Manager Gl calibur Farmn Manager Q

3) In the left pane, select and expand Xcalibur Farm Manager .

Chapter 3 - Xcalibur Farm Manager Tasks
10 Xcalibur Global 1.2 - Quick Configuration Guide
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4) Select and expand Administrative Suite to display the full directory tree,
as illustrated.

Tj-i] ¥calibur - [Console Root]

L:%] File  Action Miew Favorites  Window  Help |;|i|£|
€= |mB @
£ Console Raak Mame |
B ¢ ¥ralibur Directory Manager 124 Fealibur Direckory Manager
=1 &3 Kealibur Farm Manager &3 calibur Farm Manager
Bl 4_‘_,' Adrinistrative Suite
- |4 Database

- & Farm Front End Servers
- & site Assigned Servers
- I Certificates

2 "'_,'," Software Repositary
- Licensing

L;? Backed up Sites

- Unassigned Clients

- L1 Unlicensed Clients
B8, Find

-1 Sites

(]

5) Inthe Administrative Suite tree, select and highlight Licensing then from
the right-click menu select Install License... to display the Welcome to
the License Installation Wizard window, as illustrated.

License Installation Wizard | x| I

r‘:_:"j Welcome to the License Installation Wizard

This wizard helps you install icenses into the ealibur
Database.

License files may include server, or, client side licenses or
bioth,

To continue, click Mext.

Fiish | Cancel |

6) The Welcome to the License Installation Wizard window enables you to
install both server and client licenses. Click Next to continue and display
the License to Install window.

Chapter 3 - Xcalibur Farm Manager Tasks
Xcalibur Global 1.2 - Quick Configuration Guide 11
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7) Inthe License to Install

window, as illustrated, click Browse... to display

a standard Windows Open (file selection) window.

License Installation Wizard

License ko Install

Specify the license that you want to install, dick Browse

Press Cancel to abart the wizard.

~File name:

= Bach | [kt = | FEimish | Cancel |

8) In the Windows Open window, as illustrated, in the Look in dropdown box,
click the dropdown arrow to browse to the directory where the required
license file is located.

Daskiop

»

My Cosuments

=

on

hilll
M3OENETE

.
-
Fidy M etk

Look jn: [\ JackPC

o ________________‘H|
| e EerE-
I ALTHD. xcl
= EmPss. xcl
=] PER TE el
(=) whcP1L
= wcaLs el
File: name: I j Open
Filess of bype: IEhip PC Licenzes [*.xcl) LI Cancel |
A

9) Select the pertinent license file then click Open to complete the file
selection process and return to the License to Install window.

Chapter 3 - Xcalibur Farm Manager Tasks
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10) The selected path and file name are displayed in the License to Install
window, in the section File name, as illustrated.

License Installation Wizard

License to Instal

Specify the cense that you want to mstall, chck Browse
To continue, dick Next.
Press Cancel to abart the wizard,

i~ File names

C\ealibur Global 1.1 Licenses!Server Lice E"“’“’l

< Bad i L= Finvsh | Cancel !

Click Next to continue to the Ready to Install the Package window.

11) In the Ready to Install the Package window, as illustrated, click Install to
install the selected license file.

License Installation Wizard

Ready to Install the package

License:  Xcalbur Gobal 1.1 Server License

The wizard is ready to install the selected license,

Cick Inskall o begn the installation.

1F yols want o revdew or changs the nstallation settings,
chick Back.

Press Cancel bo abort this wizard.

Fie:  C:iicalbur Global 1.1 LicensesiSarver LivsnsestiGlicens:

Chapter 3 - Xcalibur Farm Manager Tasks
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12) After the license file is installed successfully, the Completing the License
Installation Wizard window displays, as illustrated, informing you that the
license is installed. Click Finish to exit the wizard and return to the
Xcalibur Global Management Console  window.

License Installation Wizard

Completing the License Installstion \Wizard

License:  ¥calbur Global 1.1 Server License

The license was installed successfuly.
Chick Finish to exit the wizard,

_ Propertis |

13) In the Xcalibur Global Management Console  window, in the left pane,
select and highlight Licensing then from the right-click menu select
Refresh to verify that the newly-added license appears in the Licensing
directory tree. (All added licenses can also be viewed in the right pane
when Licensing is selected.)

14) Repeat this procedure for each license required to be installed.

15) After installing all required licenses, continue to the next procedure
Configuring the Farm Manager Discovery Service

Chapter 3 - Xcalibur Farm Manager Tasks
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Configuring the Farm Manager Discovery Service

Proceed as follows to configure the Farm Manager Discovery Service

1) Inthe Xcalibur Global Management Console  window, from the left pane
select and highlight Xcalibur Farm Manager .

2) From the right-click menu select Properties to display the Farm
Properties window, then click the Discovery service tab to display the
Discovery service settings tab page, as illustrated.

Farm Properties ﬂ B |

Plugins Service ] Protocol Settings | Commurication Paramsters . |
Motes | Pobeylpdater | SteSynch | RTlnberval l\q
PScopes | authentication Froperties | Recovery seice |
UppadeService | Holfix Service Discovery service

g Descovery service setbngs

~Serversettngs ——————————T e patent
Discovery sarver: I I |
‘dorking on ¢ |Manuat contral j I

~Server bable bo send to chents:

In the Server settings section, Discovery server dropdown box, click the
dropdown arrow and select the server name from the displayed list; the
selected server will execute the Discovery Service.

Note The selected server will be responsible for discovering thin client
devices via network scans. Ensure that this server has access to all IP
address ranges wherever thin clients may reside.

Chapter 3 - Xcalibur Farm Manager Tasks
Xcalibur Global 1.2 - Quick Configuration Guide 15
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3) Click the Advanced settings ﬂ button for the selected server to display,
the Advanced settings window, as illustrated.

Advanced settings |

% Advanced discovery service setbings

¥ ilse SNMP protacol For discowery:
SHME Cammunity name: I wealiburd

7 Use HTTP protocol for discovvery

Maximum simultaneous HTTR connections: o _:j
(restart the serwer For changes ko take effect)
Scan every (sech I 3600

¥ Enable ¥calibur Agent on discovered devices

Ok I Cancel I

4) In the Advanced settings window, select the following options:
a) Use SNMP protocol for discovery
b) Enable Xcalibur Agent on discovered devices

5) Inthe Advanced settings window click OK to save your changes and
return to the Discovery service settings tab page.

Chapter 3 - Xcalibur Farm Manager Tasks
16 Xcalibur Global 1.2 - Quick Configuration Guide
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6) Inthe Discovery service settings

Table L&
Server table to send to clients

tab page, click the Add Server to

button and select the server to add to the table in the section

, as illustrated.

Farm Properties

Plugins Service | Protocal Seftings | Communication 2
Motes | Palicy Updater |
IF Scopes i Authentication Froperties |
UpgradeService | Hotfix Service

$ Discovery service setbngs

SteSynch | RTIInkerval
Recovery service
Descovery service

arameters

- Server settings ™ Ikt fr

Qiscovery server  [DVSQLMATOS xcalburd chippe % Ol

Woeking o : IManud conkral

~Servertable to sendbo dientst —————————T Inb=rit 1y

DASOLMATOS, xcaliburd, chippe

=i

3 4

Ref: DG084U-3.0

Note The table lists details of Front End servers that the thin client device will
attempt to connect to according to the displayed order (top to bottom).

7) Click Apply to save your setting
Properties window.

8) Continue to the next procedure,

Chapter 3 - Xcalibur Farm Manager Tasks

s then click OK to close the Farm

Creating a New Site .
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Creating a New Site
Proceed as follows to configure a new LAN site:

1) In the Xcalibur Global Management Console  window, from the left pane
select and highlight Sites..

2) From the right-click menu select New, Site..., as illustrated, to display the
New Site window.

:m Hcalibur - [Console Roob), Xcalibur Farm Manager ' Administrative Suite'Licensing]

i# L Farm Front End Servers
£ site Assigned Servers
B CertFicates
¥ Seftware Repository
=% iigensing |
7J) ¥eallbur Global 1.1 Serve
&3 Domain Authentication L
¥icalibur Global Clent Lice
i Backed up Sites
W4 Unassigned Clients
L Unlicensed Clents
¥ '\:\ Find

1

I f_' | Inherlt from Parent...

T TR

Py Fle  fcon  View Favorites  Window  Help =8| x]
Nt = ———Fa A
e 0 P8 2|« |

] Console Rook Licersa Name j License Type I Version Info | Installed By
[# 2 Kcalbur Directory Manager | wesfibur Globat 1.1 Server License Server Licensas 1 Administraton@xcalk]
= G Yealbur Farm Manager &) Domain Authentication Licensa Package Server Licenses i Adrministratord=calk)
= Administrative Suite FE wcalbur Global Client License TC Licenses 1 Administrabardcalé

d Datahase

Meye Windaw Frem Hers
Refresh
Help
A | 4 | M
Craate MNew Site [

3) Inthe New Site window, as illustrated, complete the following fields:

Site Name Enter a suitable name
(e.g. LAN Site, as illustrated)
Site Description Enter a suitable description
New Site
IE Enter the site name and description,
Site Name: | L site

Site Description: | LAM Site Description

Cancel |

4) Click OK to save your entries and add the new site to the Sites directory.
5) Continue to the next procedure, Configuring Authentication Settings

Chapter 3 - Xcalibur Farm Manager Tasks

18 Xcalibur Global 1.2 - Quick Configuration Guide
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Configuring Authentication Settings

Proceed as follows to configure site authentication settings for the new site
defined in the previous procedure:

1) Select the newly-added site, LAN Site , in the Sites directory and from the
right-click menu select Properties to display the LAN Site window.

2) Inthe LAN Site window, click the Authentication Properties tab to
display the Authentication Properties tab page, as illustrated.

LAN Site |

Hotfix Service I Discovery service I Plugins Service I Protocol Settings
Communication Parameters | Motes | Policy Lpdater | Sike Svnch I

General | Authentication Properties I Recovery service I Upgrade Service

\ﬁ Define thin client Device and User authentication settings

¥ Inherit settings from parent -
[~ “REequire sectire chanme] (S50

~Device Behavior

Determine the thin client's behavior in case of authentication success |
Failare,

Eailure... I SUCCess, .. |

—Device Authentication Provider

Active: Befault Device Authert icgl:i-_'-r..f'r-;-vl-j Properties. ., |

~ User Authentication Provider

Ackive: Befadlk Lser Authentication Pras ;.]@j Properties. .. |
QK I Cancel | Ay |

Chapter 3 - Xcalibur Farm Manager Tasks
Xcalibur Global 1.2 - Quick Configuration Guide 19
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3) Inthe Authentication Properties tab page uncheck the option Inherit
settings from parent , as illustrated.
LAN Site E1E3

HokFix Service | Discovery ssrvice | Plugng Service | Protocal Sattings
Communication Paramekers | MNotes | Policy Updater | Site Synch
General Authentication Propesties ikmervservlte | Upgrada Service

i Diefine thin chent Device and User authentication settings

[ Jrberk settings from parent

[~ Require secure channel (S51)

Device Bshavior

Detesmine the thin client's behavior i case of authentication success |

faire,

Falre, .. I Success, .,
Devace Authentication Provider
Active:  |Defaul Device Authenticakion Provi = |
~User Authentication Provider

Active;  [Defaul User Authentication Provide | Propestis... |

ok | comest | appy |

4) In the Device Authentication Provider  section, click Properties to display
the Default Device Authentication Provider Properties window.

5) Select the option Automatically accept and register new devices into
the following OU , then click Browse... to display the Browse for OU
window, as illustrated.

Default Device Authentication Provider Properties

@ Define authentication behavior

" Do not accept unauthenticated devices.

% Automatically accept and register new devices into the
Following OU:

Browse for OU EHE3 I

Flease. select the destination folder for detault device
authentication

B t:j.’ et
G} (€8] Domain Controllers

=& #ealibur Global
SRR T hir Clisnts Demo

Ok I Cancel |

Chapter 3 - Xcalibur Farm Manager Tasks
20 Xcalibur Global 1.2 - Quick Configuration Guide
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6)

7)

8)
9)

Select and highlight the OU that will be used to contain the authenticated
device clients (e.g., Thin Clients Demo appearing in the previous
illustration). Click OK to save the destination OU path in the Default
Device Authentication Provider Properties  window.

In the Default Device Authentication Provider Properties window click
OK to save your changes and return to the LAN Site window.

In the LAN Site window click Apply to save your changes.

In the User Authentication Provider  section, click Properties to display
the Default User Authentication Provider Properties window, as
illustrated, and then click Browse... to display the Select User window.

Default User Authentication Provider Properties
E’:_} Diefing authentication behaviar
fukomiatically use this account as the default user:
Browse... |
Select User
Select thiz object fype:
[User DObgect Types.
Erom thiz locabor
[Ncuibur»l.ﬂippc Locahong..
Enter the obect name to select {examplest R§
PRI
advanced | L | cace |

10) In the Select User window, in the text field Enter the object name to

select, enter defaultuser then click Check Names to verify the user
name; a valid name is underlined automatically.

Chapter 3 - Xcalibur Farm Manager Tasks
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11) Click OK to save your entry and return to the Default User Authentication
Provider Properties window - the entered user name is displayed, as
illustrated.

Default User Authentication Provider Properties E

E-] Define authentication behavior

Automatically use this account as the default user:

defaultuser

OK | Cancel |

12) In the Default User Authentication Provider Properties window click OK
to save your changes and return to the LAN Site window.

13) In the LAN Site window click OK to save your changes and close the
window.

14) Continue to the next procedure, Configuring Installation Services

Note Itis possible at any stage to revert to the default Authentication
Properties settings by checking the option Inherit settings from
parent.

Note To reset all of the site settings to default, select the site name and then
from the right-click menu select Inherit from Parent...

Chapter 3 - Xcalibur Farm Manager Tasks
22 Xcalibur Global 1.2 - Quick Configuration Guide
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Configuring Installation Services

Upgrade Service

Proceed as follows to configure the upgrade service for the new site:

1) Select the newly-added site, LAN Site, in the Sites directory and from the
right-click menu select Properties to display the LAN Site window.

2) Inthe LAN Site window click the Upgrade Service tab to display the
Upgrade Service tab page.

3) Inthe Upgrade Service tab page, modify the following options, as

illustrated:

Inherit from Parent Uncheck this option

Working on: From the dropdown list select Always
LAN Site HE

Huokfox Service I Discovery sarvice | Ph.lnj'ﬁSeMce] antmdSettinqs‘
Communication Parameters | Notes | Poliey Updater | Site Synch
General | Authentication Propesties | Recovery service  Upgrade Service

e j Lipgrade service settings for scopes
Tl

[ Inherk From Parent

Maxdrmum connections: [ 10 ﬂ
Baridwidth, bbps | [ 125e prococal serng =]
Moking o — |

[ ot | comca | e

4) Click Apply to save your changes.
5) Continue to the next procedure, Plugins Service .
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Plugins Service

Proceed as follows to configure the Plugins Service for the new site:

1) Inthe LAN Site window click the Plugins Service tab to display the
Plugins Service tab page.

2) Inthe Plugins Service tab page modify the following options, as

illustrated:

Inherit from Parent Uncheck this option

Working on: From the dropdown list select Always
LAN Site HE

Comrunicabion Parameters J Nokes ] Policy Updates | Site Synch |
izeneral | Autheritication Propertiss I Recovery service | Upgrads Service |
Hotfec Service | Diecovery sarvice  Plugins Service | Pratacal Sattings |

Lg Plugins service settings for scopes

[ Inheri From Parent

Maximum connections: [ 10 :’

Bandwidth, kbps : | Use pratocol settoig

Wathing an;

ok | coee | s |

3) Click Apply to save your changes.
4) Continue to the next procedure, Hotfix Service .
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Hotfix Service
Proceed as follows to configure the Hotfix Service for the new site:

1) Inthe LAN Site window click the Hotifx Service tab to display the Hotfix
Service tab page.

2) Inthe Hotfix Service tab page modify the following options, as illustrated:

Inherit from Parent Uncheck this option
Working on: From the dropdown list select Always
LAN Site BE

Communicabion Parameters ] Notes ] Palicy Updater I Site Synch ]
Generd | Authentication Propertiss I Recovery service I Upgrads Service |
Hokfix Service | Discovery service | Pligns Service | Protocol Settings |

) Haltfix service settings for scopes

™ Inherit From Parent

Mazdmum conreckions: [ 10 :’

Bandwidth, hbps : | Use protocal sette =

\Warking an;

ok | ol | awpy |

3) Click Apply to save your changes then click OK to close the LAN Site
window and return to the Xcalibur Global Management Console  window.

4) Continue to the next procedure, Creating a New IP Scope .
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Creating a New IP Scope
Proceed as follows to configure a new IP scope range:
1) Inthe Sites directory select and expand LAN Site .

2) Select and highlight IP Scopes then from the right-click menu select New,
Scope... to display the Define new IP scope window.

3) Inthe Define new IP scope window complete the following fields defining
the network where the thin clients reside, as illustrated:

Start Address Enter the scope start IP address
End Address Enter the scope end IP address
Net Mask Enter the scope net mask
Display Name Enter a suitable display name for the scope
(e.g., Net 1, as shown in the illustration)
Enabled Check this option to activate the scope
Define new 1P scope
; Eniter the IP Address range, Subnet Mask and scope
digplay name.

Start [P Address | End IP Address | Netmask | Diepl

192,168,740 192.168.7.50 255, 255,255,0 Net

| o+

Start Address | |

End Address ; |

Dt Mask 1 |

Display Name: |

T Enabled
o=

4) Click Add to add the IP scope to the system; the selected scope is
automatically listed in the upper columns.

5) Click Close to close the window and return to the Xcalibur Global
Management Console window.

6) Continue to the next procedure, Starting the Xcalibur Front End Server

Chapter 3 - Xcalibur Farm Manager Tasks
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Starting the Xcalibur Front End Server

Proceed as follows to start the Xcalibur Front End Server service:

1)

2)
3)

4)

In the Xcalibur Global Management Console  window, from the left pane
select and expand the Farm Front End Servers

Right-click on the Farm Front End Servers and select Refresh .

From the Farm Front End Servers tree select the pertinent server then from
the right-click menu select All Tasks, Start , as illustrated.

g.ﬂ )-r:ll:bm [l’oncnlr- Rnnl JXcalibur Farm M!n Iqr'r nrlminrtlnl ive Eullp llrl-rmnq]

’ﬁ Hlo Action View Favgries -ﬂndaw Help =181 x|

= | OE PRE| R @ |

| _] Conscle Root Licanse [ame | ticerse Type | Version Info | Installed By
# X mcalbur Directory Manager | ] scafibur Global 1.1 Server Licanse Serverlicenses 1 Acministrata rixcali]
?d Acalbur Farm Manager &1 Domain Authentication Licenss Package Server Licenses 1 Admmlstrator@b.«aii
i Admiristrative Suike F ealbur Glabal Clierit Licerise TC Licenses 1 Adrinistrator@xcal
4 Daabase
= % Fam Front End Servers
=5 L
F Sike Assigr  Sarver History...

R Certiicate g

0. Mew Window from Here
| vicalibe

B Domai  Delete
ﬂ Wcally Refresh
..:r Backed ug Propariies
o4 Unassigns
o Unlicenses  Halp
=& Find
(=% Sles
&l Default Site
=1 Lan Site
4 @] Tasks
+ =3 [P Scopes
+ 4! Front End Servets
¥y Clierts
i 5a Users

A window displays the server’s initialization connection sequence and
progress, as illustrated. (This process may continue for several minutes.)

DYSQLMATOS. xcaliburd.chippc

Ciperation: Starbing Server

Skatus: Initlsting Service DataBase Connecbion Sequence. ..
TTITARITTRT

In the left pane of the Xcalibur Global Management Console  window
select Xcalibur Farm Manager and from the right-click menu select
Refresh to refresh the Xcalibur Global Management Console  window.
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5) From the Farm Front End Servers tree select the pertinent server then
from the right-click menu select Properties to display the
Administrative Suite \ [Server Name]  window, as illustrated.

Administrative Suite |, D¥YSQLMATOS xcaliburd.chippc

General | Communication Parameters | tates |

Name [ Value
Server Id 1
Server GUID {0A4SFBAE-BECA-CE
Server Name DVSOLMATOS, xealibl
P Address 192.168.7.25
Diescription DWSQLMATOS, xcaliby
Propristary State Oreline
S04 Status Code SERYICE_RUMNING
Last Synchronfzation Date & Time with Active Direct,.,
Last successful bokal rebuild operation 6412006 4:14:26 P
Last total rebuld aperation atterpt 6/4) 2006 4: 14126 PM
Result of last tokal rebuild operation atbempt [] The operation cor
Last sucessful Incremental update operation Urkrsoiairs
Last tokal incresental updste sttempt LUiriknawn

Result of last incremental update operation attempt  [0] The operation car

Verify that the server is running as indicated by the values for the following

names:
Property State On-line
SCM Status Code SERVICE_RUNNING

6) After verifying the correct values click OK to close the window and return to
the Xcalibur Global Management Console  window.

7) Continue to the next procedure, Xcalibur Directory Manager Tasks
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28

Xcalibur Global 1.2 - Quick Configuration Guide



° ___ & .
?C h i p PC .gal L3 www.chippc.com
Technol 0g ies Hﬂé Making IT a Complete Solution Ref: DG084U-3.0

Chapter 4 Xcalibur Directory Manager Tasks

Introduction
This section provides step-by-step procedures to perform the following task:
e Create a communication policy (from a template)

Communication Policy

This section takes you through the procedure to create a communication policy
from a template.

1) Inthe Xcalibur Global Management Console  window, in the left pane
select and expand Xcalibur Directory Manager to display the full directory
tree.

2) Select and highlight the pertinent OU and from the right-click menu select
Properties to display the OU window (e.g., Thin Clients Properties
window as shown below).

3) Inthe Thin Clients Properties window click the Xcalibur Policy tab to
display the Xcalibur Policy tab page, as illustrated.

Thin Clients Properties HE H

Genersl | Managed By ¥calibur Poficy | Secuity |

.f’ - Cunent ¥easbur Policy Object Links for Thin Clents

Keslibur Palioy Dbsets highes in the list have the baghest pronty

New J[\@w | e | |
| Do | B || o |

[~ Block Poficy inheditance

Ok I Cancel
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4)

5)

6)

7)

8)

9)

In the Xcalibur Policy tab page click New then select Create from
template... from the popup menu to display the Create Policy from
Template window, as illustrated.

Create Policy from Template | x|
Paley types:

[E & TC Policy Templates
% TEMPLATE - De
% TEMPLATE - catian Polty far |
% TEMPLATE - Device = Connection = ICA 9,04 {Ch
w5 TEMPLATE - Device - Connection - ICA 9.04 Aul
& TEMPLATE - Device - Connection - ICA 9,04 wit
% TEMPLATE - Device - Connection - Inbernet Exp
% TEMPLATE - Device - Connection - Inbermet Exp
% TEMPLATE - Device - Copnection - Inbarnet Exp
o TEMPLATE - Device - Connection - RDP 5.2 (Ch,
% TEMPLATE - Device - Connaction - RDP 5.2 Aub
% TEMPLATE - Device - Connection - RDP 5.2 with
% TEMPLATE - Device - Display Settings Policy Tjﬂ

4

=]

Conesl |

In the Create Policy from Template window expand TC Policy
Templates then select and highlight TEMPLATE - Device —
Communication Policy for LAN Evaluation Environments

Select OK to save your selection and display the OU properties window
(e.g., Thin Clients Properties window as shown below).

The newly-created policy is now listed in the Xcalibur Policy tab. Select
and highlight the policy and then from the right-click menu select Rename
to edit the name of the selected policy, as illustrated. Rename the policy to
Device — Communication Policy for  LAN Evaluation Environments

-

Thin Clients Properties

Geﬂelell Managed By Hcalibur Policy LSecuiryl

_41 Cument #calbur Policy Object Links for Thin Chents

Acalbu Polioy Objectlnks

Bo Override

Disablad

Mewe 4
Add

Edit

Mo Overnde | Disabled |

Delete

scalibar Pabey O m_ Faghest pooity
Propetties
_ | JII

Show Palicy History, ., J
Qotions . | Delte.. | Propeties | v |

[ Block Policy inhertance

In the Xcalibur Policy tab select and highlight the renamed policy and
then click Edit to display the Policy Editor window.

In the Policy Editor window'’s left pane expand the policy name Device —
Communication Policy for LAN Environments
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10) Expand Device Configuration , Network and Communication
then select and highlight Custom Protocol

right pane, as illustrated.

Ref: DG084U-3.0

, Protocols

to display its contents in the

':m PolicyEditor - [Console Root)Device - Communication Policy for LAN Evaluation Environments'\Device Configuration’\Network an... m E

T Ble acton View Window Help

| =l

«- (D0 B 2@

] Console Rook
=44 Device - Communication Policy for LE
=] Davice Configurstion
=] Metwork and Communication
=] Prokocols
1 [# locator service
i H-fg DHCP protocal
| B |% snmp protocol
# (] dns protocol
B CUstom Profocol

P Custom Protocol

Select an lkem to view ks destription.

hasrie

| status

¥ custom, rotocol settings

P& Enabilé #Eoming Compression
ih Enable butgong Compression
) Enabla alive everit pariad

[ Sat synchronous policy tmeout
15 Enabile bandwicth control

Enable
Disable and
Disable and
Enable
Enable
Mok Configy

+ ] Cliert Behavior

+ [ Events
+ B Recovery

+-(_] Network Behavior
| ] User Level Options
-] Operating Systems
+ ] Peripheral Settings
#- ] Windows Components
4y OS5 Hotflx and Upgrades
5 (] Printing Solation
-] Installable Software Modules

[# ] Usar Canfiguration

4 | |

T 2\ exterded TStandad /

11) In the right pane double-click Custom protocol settings
Custom protocol settings  window, as illustrated.

to display the

Custom protocol settings ﬂ Ei

Setiings | Explain | Supported Chents |

i Custom protocol seftings

2

tacoon
 Erobled ;
(* Digabled Foohet |

Frezs "Server List buttor in crder 1o refrieve Xcalbur secver list from tha
databass:

Paddess | . _ - i]
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12) In the Custom protocol settings  window, Settings tab page, select and

highlight the existing server record then click the Remove Server
button, as illustrated, to delete the server from the list.

Custom protocol settings HE
Settings | Explain | Supported Cients |

Cuegtom protocol seltings
%

= Enabled

( Digatied hest

Press 'Server List' button in order b rstrieve Xealbur server list fiom the
abase:

1P Address: I " ] . =1 |

|P Address Pail S5L \Wieight

13) Click the Add Server L= | button and from the popup menu select your
server’'s IP address to add the selected server to the server list, as
illustrated.

Custom protocol settings

Setings | Explain | Supported Chents |

@ Custom protool seltings
&%

" Mot Configrsd Prev |
{* Enabled
" Digabled Dot
Press 'Server List' button in otder o tefrieve Xeaibur servey list fiom the
database:
P Address: I
IWSOLMATOS, vcalibuerd chippe  #
IP Address [ Part [ ssL [ Wight S

Al 1P of 3l servers

(] | |

ok | Camed | ooy |

14) In the Custom protocol settings ~ window, click Apply to save your
changes then click OK to close the window and return to the Policy Editor
window.
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15) In the Policy Editor window from the main menu select File, Close to
close the window and return to the Thin Clients Properties  window.

16) In the Thin Clients Properties window click Apply to save your changes
then click Close to close the window.

17) Continue to the next procedure, Connecting Devices .
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Chapter 5

Prerequisites

Connecting Devices

The following chapter provides a list of different methods for connecting thin
client devices to Xcalibur Global.

Although each of the listed methods can be used, this chapter will focus on the
Network Scan method and will provide a detailed description of the procedure
for implementing this method.

This procedure includes the following steps:

e Initiate a network scan using the Discovery Service

e View scan results

e View details about a connected device in real time via the IP Scope view

The procedures described in this chapter are dependent on having completed
the following:

e All the procedures described in the previous chapters.
e At least one Chip PC thin client is running.

e The thin client is turned ON, connected to the network and its IP address is
within the range defined for Net 1 in Chapter 3, IP Scope Settings.

Connection Methods

Use one of the following methods to connect devices to Xcalibur Global::

e DNS A Record
In your DNS server, create a new Address (A) record named XCgloballl
that points to your Xcalibur Global Front End server IP address.

e Local Device Settings
On Windows CE thin clients, click Start > Settings > Xcalibur

¢ Inthe General tab, select Enable Connection to Xcalibur Server
Farm.

e Inthe Server List tab, click New, type your server’'s IP address and
then click OK. Click OK to close the window and save your settings.

On ThinX thin clients, click Start > Settings > Device > Xcalibur Settings
> General .

¢ Inthe General tab, select Enable Connection to Xcalibur Server
Farm.

e Inthe Server List tab, click Add, type your server’'s IP address and
then click OK. Click OK to close the window and save your settings.

e Network Scan — follow the procedure described below®.

e For additional connection methods (such as DHCP), please refer to the
Xcalibur Global Administrator’s Guide.

! Applicable only to Windows CE thin clients

Chapter 5 - Connecting Devices
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Initiate a Network Scan

The network scan is performed using the Discovery Service process which
scans a selected IP address range in search of connected thin client devices.

Note

For best results, you are recommended to view a thin client device
during these initial steps in order to observe real-time effects while
performing this procedure.

Proceed as follows to initiate a network scan:

1)

2)

3)

4)

In the Xcalibur Global Management Console  window, in the left pane,
select and expand Xcalibur Farm Manager \ Sites \ LAN Site \ IP
Scopes .

From IP Scopes select and highlight Net 1 then from the right-click menu
select Start Discovery... to display the Start Discovery window.

In the Start Discovery window, as illustrated, select the following options:
¢ Full Range
e Force reconnect discovered devices

A |

Specify the IF Address range to scan during
discovery, Select Full Rangs to scan the entire 1P
Scape, or, Custom Range bo scan a specific range.

Descowery Server:  DVSGLMATOS, xcakburd, chippe

% Full Rangs

" Custom Range

gt | 19

End 1P ¢ | i i

[ Clear all Scalbur Agert sekbings
(use wath caution! disconmects devices from
caliur)

Cancel |

Verify that the IP address range covers the network where your thin clients
reside.

Click OK to save your changes, close the window and start the Discovery
process. The Xcalibur Farm Manager information window displays, as
illustrated, informing you that Discovery started successfully and that you
can now view the scan results.

Xcalibur Farm Manager E3

-
l‘) Discovery started, view the scan results under the Scope Properties Client Discovery
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Note Discovered devices reboot after they have been scanned, then the

device connects to Xcalibur Global automatically.
Additional reboots may occur due to policy applications.

5) Inthe Xcalibur Farm Manager Information window click OK to close the
window and continue to the next procedure, Viewing the Scanned
Results .

Viewing the Scan Results

Proceed as follows to view the Discovery Service scan results:

1) Inthe Xcalibur Global Management Console  window, in the left pane,
select and expand Xcalibur Farm Manager \ Sites \ LAN Site \ IP
Scopes .

2) From IP Scopes select and highlight Net 1 then from the right-click menu
select Properties to display the LAN Site\Net 1 properties window.

3) Inthe LAN Site\Net 1 properties window click the Client Discovery tab to
display the Client Discovery tab page, as illustrated.

Protocol Settings

Hotfix Service |

| mates
General | Authentication Properties I Recavery service | Upgrads Service

Policy Updater

Flugins Service Cliert Discovery

| Date and Time

| Extended Task Status |

N

1 64/2006 4:41:53 PM
2 B/4/2006 4:41:53 PM
3 6[4]2006 4:41:53 PM
4 B/4f2006 4:41:53 PM
5 6/4/2006 4;41:53 FM
6 B/4{2006 4:41:53 PM
7 B[4/2006 4:41:53 PM
8 6/4/2006 4:91:53 PM
9 B/4[2006 4:41:53 PM
10 6/4{2006 4:41:53 PM
11 6/4/2006 4:41:53 PM
12 | 6/4[2006 4:41:53 PM
13 BJ4/2006 4:41:53 FM
14 B[4/2006 4:41:53 FM
15 6/4/2006 4:41:53 PM
16 £[4/2006 4:41:53 PM
17 &/4{2006 4:41:53 PM
18 | £)4/2006 4:41:53 PM
19 6/4/2006 4:41:53 PM
20 B/4/2006 4:41:53 PM

Showt | 20

¥ | events from: 33

Replying client TP 192.168.7.49, Ok,
Replving cliert 1P 152.168.7.50, Ok,
Replying cliert IP 192.168.7.45, Ok,
Replying client IP 192, 168.7 46, Ok,
Replying cliert 1P 192.168,7.47, Ok,
Replying client 1P 152.168.7.44., Ok,
Replying cliert 1P 152.168.7.43, Ok,
Replying dient TP 192, 168.7.42, Ok.
Replying client 1P 152, 168.7.41. Ok.
Discovery procedure completed,
Discovery procedure progress: 100%,
Discovery procedure progress: S0%.,
Discovery procedure progress: 80%.
Discovery procedure progress: 70%.
Discovery procedure progress: 60%.
Discovery procedurs progress: S0%.
Discovery procedure progress: 40%.
Discovery procedure progress: 30%.
Discovery procedure progress: 20%.
Discovery procedure progress: 10%.

= Lol

o] oo | o0 |

The Client Discovery tab in the LAN Site\Net 1 properties window
provides information regarding the progress and results of the Discovery
procedure.

Review the scan results that include information of the discovery progress
and a report of replying clients. After reviewing the scan results click OK to
close the window.

4) Continue to the next procedure, IP Scope View .
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IP Scope View

This procedure enables you to view details about a connected device in real
time.
1) In the Xcalibur Global Management Console  window, click the Refresh

button in the toolbar to refresh the screen and display all connected
devices in the right pane, as illustrated.

'ﬁT!l'r 1|ih:|| - l'l'nn'inlr Roat), !ralihm Farm H !naqrf" qlh'ﬁ'-.,l.i\."l Site’\ IP Scopes'\Net 1]

'ﬁ, Ele Acbon Mew Favories Widow Heb s ol s
e OB XEPB R €0EPI 120N IAD :
] Console Roct Device MAC | Paddess © | sw platform | server 1P | User Mame | Last State
18X Kealbur Directory Mansger & ooosasnisaz  192.168.7.50 6.5.36uid 120.., 192,168.7.25 Defaultiser@... Alive
=) gl calbur Farm Manager & 000535018836 192,168,749 6.5.36uld 120, 192,168,7.25 Defaultiser@.,.  Alve
- Administrative Sute B ooos3so1aei1 192,168,746 6.5.36ukd 120.., 192.168.7.25 DefaultUser@y. . Alive
=) Sltes B 00053501850F  192.168.7.45 6.5.36uid 120.., 192,168.7.25 Defaultiser@s... Alive
-4l Default Ste B ooosasoianss 192,168,744 6.5.3Buld 120.., 192.168.7.25  Defaullserdc.. Alve
— ’f mefks B 000535018803 192.168.7.43 6.5.3Buld 120.,, 192.168.7.25 DefaultUser@zx. ..  Allve
g % me B oo0s3s013164 192,168,742 6.5.3Buid 120.,, 192,168,7.25 DefaultUser@s, . Alive
o B 0005350186F1  192,168,7.41 6,5.3Bukl 120,,, 192,168.7.25 Defaultser@s,,.  Allve
=3 g, Front End Servers
o Clierts
B Users
4 | ]
R92,168.7.40 - 192,166.7,50 INet 1 Total; 8 TC

2) Select and highlight a device in the right pane and from the right-click
menu select Properties to browse and view information in the various tab
pages.

Note Clients that fall into the scan range will connect to Xcalibur Global
obtain policies then reboot.

It may take several minutes until new clients appear in the Xcalibur
Global Management Console window.

Important  Clients that do not have an Xcalibur Global Client License will not
appear in the IP Scope view. These clients can be found in
Xcalibur Farm Manager, Administrative Suite, Unlicen  sed
Clients .

Chapter 5 - Connecting Devices
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Chapter 6

General

Policy-Based Management

This chapter describes how use an Xcalibur policy to perform the following
tasks:

¢ Install an RDP plug-in
e Create an RDP connection

Xcalibur Policy is used to fully administer thin client devices in the
organization. All thin client management aspects, from software installation to
user environment management are dealt with by Xcalibur Policies.

An Xcalibur policy is a set of rules defining client device settings based on the
device's location in the Active Directory tree and the location of the account of
the user logged on at the device. By using Xcalibur Policies you can define
client and user settings once and then rely on Xcalibur Global to constantly
enforce your policy settings throughout the network.

When linking policies to an OU that contains thin clients, the policies apply on
the thin clients approximately two minutes after being assigned. Therefore,
after linking a policy to an OU you can expect the device to reboot after two
minutes or less (indicating that policy changes have been applied).

To simplify software distribution, preinstalled Xcalibur Policy Templates can be
used for installing software plug-ins such as RDP/ICA/Internet Explorer/Other
on the thin client devices.

Installing an RDP Plug-in via an Xcalibur Policy

This procedure shows how to install an RDP plug-in by using a policy
template.

Note For best results, you are recommended to view a thin client device
during these initial steps in order to observe real-time effects while
performing this procedure.

1) Inthe Xcalibur Global Management Console  window, in the left pane,
select and expand Xcalibur Directory Manager

2) Select and expand the domain name to display the full directory tree, select
and highlight the pertinent OU then from the right-click menu select
Properties to display the OU window (e.g., Thin Clients Properties
window as shown below).

Chapter 6 - Policy-Based Management

Xcalibur Global 1.2 - Quick Configuration Guide 39



= Chip PC

Technologies

www.chippc.com

Making IT a Complete Solution Ref: DG084U-3.0

3) Inthe Thin Clients Properties window click the Xcalibur Policy tab to
display the Xcalibur Policy tab page, as illustrated.

Thin Clients Properties BE I
Geﬂe:d' Managed By Hcalbe Fﬁw | Secuity |

f- 3 Cunent ¥eatbur Palicy Object Links for Thin Clents

Aealibur Policy Object Links
B3 Deavics - Communicstion Policy foe

__NoOyemde

Healibur Palicy Objects baghes in the list have the Faghest paity,

™ Block Poiicy nhertance

o]

Cancel I aply |

4) In the Xcalibur Policy tab page click New then select Create from
template... from the popup menu to display the Create Policy from
Template window.

5) Inthe Create Policy from Template window expand TC Policy
Templates , scroll down the list then select TEMPLATE - Device - RDP -
Install , as illustrated.

Create Policy from Template I
Policy bvpes:
= 19 TC Palicy Templates -

<& Template - Device - Communication Palicy For Ld

-4 Template - Device - Communication Policy For Lé

-4 Template - Device - Connection - ICA 10,09 wit

-4 Template - Device - Connection - ROP with Desh

; -4 Template - Device - Display Settings Policy 102¢

iy Template - Device - ICA 10,09 - Install

-4 Template - Device - Input Local English US

-4 Template - Device - Input Local, French - Frenc

-4 Template - Device - Input Local, German - Gerr

(R T=rnplte - Device - B

- Template - Device - Securiby - Limited Desktop ¢

i A4 Template - Device - Security - Password prc-te‘ciLl
r

=]

Cancel |

6) Select OK to save your selection and display the OU window (e.g., Thin
Clients Properties window).

7) The selected policy is now listed in the Thin Clients Properties window.
Select and highlight the selected policy then from the right-click menu
select Rename to modify the policy name. Rename the policy to Device -
RDP - Install .

Note After policy updates occur, RDP will be installed automatically on the
thin clients, after which the clients will reboot.

8) Continue to the next procedure, Creating an RDP Connection by Policy
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Creating an RDP Connection via an Xcalibur Policy

This procedure enables you to create an RDP connection via an Xcalibur
policy.
1) Inthe Xcalibur Policy tab page click New then select Create from

template... from the popup menu to display the Create Policy from
Template window.

2) Inthe Create Policy from Template window expand TC Policy
Templates . Scroll down the list and select TEMPLATE - Device -
Connection - RDP with Desktop Shortcut |, as illustrated, then select OK
to save your selection and display the Thin Clients Properties window.

Create Policy from Template I
Policy kvpes:
E &% TC Policy Templatss -

-4 Template - Device - Communication Policy For L

4 Template - Device - Communication Policy For LE

% Template - Device - Connection - ICA 10,09 wit

% Template - Device - Connection - RDF with Des|

% Template - Device - Display Settings Policy 102<

‘% Template - Device - ICA 10.09 - Instal

tﬁ; Template - Device - Input Local English LS

& Template - Device - Input Local. French - Frenc

& Template - Device - Input Local. German - Gerrr

‘& Template - Device - RDP - Install

iy Template - Device - Security - Limited Deskkop 2
i Template - Device - Security - Password protect ™

4 I ; ¥

(a4 I Cancel i

3) The selected policy is now listed in the Xcalibur Policy tab page. Select
and highlight the selected policy from the Xcalibur Policy Object Links
column then from the right-click menu select Rename to modify the name
of the selected policy, as illustrated. Rename the policy to Device —
Connection - RDP with Desktop Shortcut

Thin Clients Properties l

Generall Managed By #calibur Policy I-Security’

‘;g{; Current Healibur Palicy Objset Links for Thin Clients
2 )
“oalibur Policy Object Links | MoOveride|  Dissbled |

¥ Device - Cammunication Palicy far ...

132 Device - RDP - Install
s

L2 Template - Devic
Mo Owerride

Disabled

e - Connenkiss

Mew: 3
add ...
calbur Policy Objects higherin ~ Edit

Delete
New VOl Rerame

Options .. | Delete... | FProperties
‘' Show Policy Hiskory...

[~ Block Policy inheritance

Cloze l Eancel Apply
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4) In the Xcalibur Policy tab page select and highlight the renamed policy
then click Edit to display the Policy Editor window.
5) Inthe Policy Editor window’s left pane expand the policy name Device -
Connection - RDP with Desktop Shortcut
6) Expand Device Configuration , Installable Software Modules
Connections then select and highlight Remote Desktop Connection to
display its contents in the right pane, as illustrated.
mPDlIE‘fEdItDI‘ [Console Root'Device - Connection - RDP with Desktop Shortcut'De... HEE
%] File  Action  Wew Window  Help | o =8 s |
= | Bm B 2 mE
[_1 Console Rook ame
(- #5% Devics - Connaction - RDP with Desktop Shorkcu
B3 Device Configuration
[-{Z] Metwork and Communications
(7] Operating Systems
#-{_7] Peripheral Settings
(27 Windows Components
{653 OF Hotfix and Upgrades
(7] Prinking Salution
=17 Installable Saftware Modules
(] Connections
}-{_] Settings
.{-j Femote Deskiop Connection
@ Microsaft Internet Explarer
ﬂ YOI Broker
& WOM Client
(7] Deployment Settings
& E Cornmand Prompl
-((7) 2007 Resource Kit v.2
-2 User Canfigquration 4 I ! __’J
‘l I _'_j Extended }\ Standard
| | |
7) In the right pane double-click RDP Desktop to display the Remote

Desktop Connection window.
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8) Inthe Remote Desktop Connection window, Settings tab page, enter the
name or IP address of your RDP terminal server, as illustrated.

Remote Desktop Connection ﬂ [ x|
Sefiings | Explain | Supnorted Cients |
ir) Thas third paity plug-in offers connactivity to senvers
_ Me |
Connection Mame  RDP Deskiop
Cornection to [132.168.7 21 |
Diescrption
I
This third part¥blugn offers connectivity o servers.
ok | Camod | Amy |

9) Inthe Remote Desktop Connection window click Apply to save your
changes then click OK to close the window and return to the Policy Editor

window.

10) In the Policy Editor window from the main menu select File, Close to
close the window and return to the Thin Clients Properties  window.

11) In the Thin Clients Properties window click Apply to save your changes
then click OK to close the window.

Note After policy updates occur, an RDP Connection will be created and a
shortcut will be placed on the thin client's Desktop.
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